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Abstract - Cyberbullying is a serious threat to both the 

short and long-term well-being of social media users. We 

study detection of cyberbullying in photosharing networks, 

with an eye on developing earlywarning mechanisms for the 

prediction of posted images vulnerable to attacks. 

Cyberbullying disturbs harassment online, with alarming 

implications. Addressing this problem in online environments 

demands the ability to automatically detect cyberbullying and 

to identify the roles that participants assume in social 

interactions. It exists in different ways, and is in textual 

format in most social networks. Cyberbullying is the use of 

technology as a medium to bully someone. Cyberbullying 

constitutes a threat to adolescents’ psychosocial wellbeing that 

developed alongside technological progress. A system is 

proposed to give a double characterization of cyberbullying. 

Deep learning based models have discovered ways in the 

identification of digital harassing occurrences, asserting that 

they can beat the restrictions of the ordinary models, and 

improve the discovery execution. However, numerous old-

school models are accessible to control the incident, the need 

to successfully order the tormenting is as yet weak. 

 

Key Words: Cyberbullying, deep learning, machine 

learning, content based cybercrime. 

 

1. INTRODUCTION 

 
To date, people all over the world utilize internet as a tool 

for communication amongst them. Online tools such as 

social networking sites (SNSs) are the most popular 

socializing tool especially for adolescents as SNSs tightly 

integrated in their daily practices since it can be a medium 

for users to interact with each other withoutany limitation 

of time or distance.Nevertheless, SNSs can give negative 

consequences if users misuse them and one of the common 

negative activities that occurs in SNSs is cyber bullying 

which is the focus of this paper. 

Cyber bullying involves a person doing threatening act, 

harassment, etc. towards another person. Meaning of cyber 

bullying is a group(s) or an individual(s) of peoples that 

adopt telecommunication advantages to intimidate other 

persons on the communication networks. However, most 

of the researchers in cyber bullying field take into account 

definition of cyber bullying from. According to, definition 

of cyber bullying formulated as “willful and repeated harm 

inflicted through the medium of electronic text”. Cyber 

bullying, can takes into a few forms: flaming, harassment, 

denigration, impersonation, outing, boycott and cyber 

stalking. The most severe type of cyber bullying is flaming 

and the less severe is cyber stalking as stated in. Flaming 

occurs between two or more individuals that argue on 

some incidents that involve rude, offensive and vulgar 

language and occurred within electronic message. Flaming 

is the most severe type of cyber bullying because if online 

fight between internet’s users take part, it could be 

difficult to recognize cyber bully and victim on that time. 

Harassment occurs repeatedly sending of harmful message 

to a victim. Denigration is posting about victim that 

untrue, rumors or cruel. Impersonation happens when 

cyber bully disguises into a target and post bad 

information  about  that  particular  target with intention to 

bullying the target. Outing occurs when cyber bully share 

victim’s secrets or private information which can 

embarrassing victim. Boycott is exclude a person within 

social interaction in social media with a purpose. Willard 

mentioned cyber stalking occurs when cyber bully send 

harmful messages repeatedly. The cyber stalking is less 

severity than other categories since cyber bully (cyber 

stalker) could be detected directly once they send 

annoying messages towards victim. The main roles 

involved in cyber bullying occurrences are cyber bully and 

victim. Given the aforementioned types of cyber  bullying, 

there are various reasons why it happens. Apart from cyber 

bully and victim presences, proliferation of other 
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Fig –1: Standard VGG-16 architecture 

Fig-2: VGG-16 architecture map 

Fig-3: Haar Cascade algorithm flow chart 

 

roles may accentuate. According, they were classified the 

role of bullying into eight roles. These are of bully, victim, 

bystander, assistant, defender, reporter,  accuser and rein 

forcer. 

 

2. METHODOLOGY 
 

 
Figure: 2.1 Schematic Diagram of Detecting the 

Cyberbullying 

 

2.1. DATA PRE-PROCESSING 

 
In figure 2.1 Data pre-processing is the cleaning of the data. It 

is the first and the most important  step required  in any 

process. It is the conversion of a raw form of data into a 

required form of data for properly training the model. For 

instance, in the raw form the data is “You look so ugly and fat 

change the style”, after pre-processing the data is like “look 

ugly fat change style”. The  pre- processed data takes out all 

the unwanted words like as, what, who, with, is, the etc. and 

special characters like @ () [] ?/; etc which are not required 

for training in the model. Data is separated into sentences and 

each sentence is made to make equal number of words by 

padding a common word which helps in the uniformity of the 

data. The model accepts the data in the form of a vector, the 

process makes the data into its lowercase format and 

converts that data into its vector form. 

2.1.DATASET ORIGIN 
 

Formspring.me this site especially prone to cyber bullying is 

the option for anonymity. To obtain this data, we crawled a 

subset of the Formspring.me site and extracted information 

from the sites of 18,554 users. The users we selected were 

chosen randomly The number of questions per user ranged in 

size from 1 post to over 1000 posts. We also collected the 

profile information for each user. Labeling the data we 

ensured that there was no overlap between the two sets of 

files. We used  the  same procedure to identify class labels 

both the training and the testing sets. 

 

2.1.DEVELOPING FEATURES FOR INPUT 
 

we wanted to develop a model based on textual features. This 

section describes the identification and extraction of features 

from each Form spring post. We were determined to avoid a 

bag-of- words approach for several reasons. First, the feature 

space with a bag-of-words approach is very large. Second, we 

wanted to be able to reproduce the model in code, and having 

each term as a feature would make that impractical. Third, we 

wanted to be able to understand why a post was considered as 

containing cyber bullying as this will inform the development 

of a communicative model for Cyber bullying detection . 

 

2.1.LEARNING THE MODEL 
 

Weka is a software suite for machine learning that creates 

models using a wide variety of well- known algorithms When 

working with decision trees, it is important to consider the 

size of the tree that is generated, as well as the accuracy of the 

model 

 

JRIP: JRIP is a rule based algorithm that creates a broad rule 

set then repeatedly reduces the rule set until it has created the 

smallest rule set that retains the same success rate. 

 

IBK: The instance-based (IBK) algorithm implemented in 

Weka is a k-nearest neighbor approach. 

SMO: We wanted to use a support vector machine algorithm 

for testing also. In Section V we show that SMO was the least 

successful algorithm for our experiments. 
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2.1.OUTCOME OF PROJECT 
 

We compare the results using the NUM training set to the 

NORM training set .These tables report the recall for 

identifying cyber bully using 10- fold cross validation. We see 

that NORM training set generally out performs the NUM 

training set for all repetitions and for all algorithms, with the 

exception of the SMO algorithm. We also see that as the 

weighting of positive instances increases, the NORM success 

rates are slightly higher than the NUM success rates. We 

conclude from these results that the percentage of “bad” 

words in a post is more indicative of cyber bullying than a 

simple count. 

 

3. RESULTS 

 
We conclude from these results that the percentage of “bad” 

words in a post is more indicative of cyberbullying than a 

simple count. The first evaluation we present is on the ability 

of the models to detect cyberbullying content in messages. 

Another comparison is between the labeling strategies and We 

also discussthe textual categories. 

 

 
 

Fig 2.Result of cyberbullying 

 

And in this if we know that it is a bad comments or a word it 

is named as bullying and we are taking action on that and if it 

is not a bad one we consider that as a not bullying statement. 

 

4. CONCLUSION AND FUTURE WORK 

 
In this paper cyberbullying is one of the most critical 

inter-net crimes, and research has demonstrated its critical 

impact on the victims. In this paper, a novel idea is proposed 

where any cyberbullying tweet remarks are identified as 

cyberbullying comment or not. The system uses a accurate 

method of CNN implementation using keras and helps in 

achieving precise results. The proposed systemcan be used by 

government or organiztion- parents, 

guardians, institutions, policy makers and enforcement bodies. 

This can help the users by preventing them for becoming 

victims to this harsh consequence of cyberbullying.Since the 

domain of online bullying is a never-ending process, it is 

required that the methodologies require constant upgrading 

and updating to the current situation. Our proposed 

methodology, can come useful in handling crises and can even 

be enhanced to provide full-time support. Finally, it can even 

prevent a potential crisis. Some of the salient enhancements 

which can be included In this we have studied detection of 

cyberbullying in bully words . warning mechanism to 

identifying bully words. In the context of words we have 

refocused this effort on features of bully words.This work is a 

foundational step toward developing software tools for social 

networks to monitor cyberbullying. 
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