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Abstract - The occurrences of finger-prints distortions 
would be predicted as the primary cause of effects for the 
false-mismatch of the fingerprints. This complication have the 
impact in all applications of finger-print recognition, and it 
would cause the negative recognition process and the de-
duplication process. In the group of such applications, the 
malicious-users would purposefully involve in distorting the 
fingerprints to collapse the identification mechanism. The 
novel classification algorithms is employed to detect the 
finger-print recognitions and to involve in the rectification of 
fingerprint-distortions on basis of single images of fingerprint. 
The features of the Minutiae points and the orientation-maps 
were fetched from the images of finger-prints. In the process of 
fingerprint-recognition, the distance measure is calculated on 
the basis of Euclidean-distance concept and the performance is 
assessed on the performance of classifier-type. In this 
methodology, the input finger-print images were considered. 
The features of the images were obtained by utilizing the 
Orientation-map feature-extraction method and the minutiae-
features extraction-methodology. The Minutiae-extraction of 
the features aids in the ridges identification and the image 
corners identification. The matching process of the fingerprint 
depends on the distance measurement calculation among the 
features. The orientation-features extraction method detects 
the accurate ridge-information from the input-fingerprints. 
The performance of the proposed-framework is evaluated in 
terms of True-positive factors, True-negative factors, False 
negatives, false positives, False-positive rates (Specificity-
factor), True-positive rate (sensitivity-factor) and also in 
accuracy-factor. The resultant data from the performance-
metrics illustrated that the proposed-framework exhibits the 
higher efficient in comparison to the other existing approaches 
of Finger-print recognition  
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1.INTRODUCTION 
 
The recognition technologies of the finger-prints 
representation found to attain the rapid improvement in the 
last few years. But there occurs the various challenges 
associated to the research problems, such as the recognizing 
the lower-quality finger-print images. The low-quality 

representation of finger-prints have the dependency on the 
finger-print detection type like the physical-access control 
operational systems. In this system of positive recognition, 
the low-quality images would pave the way to the falsify 
rejection of the legitimate users and brings out the 
inconvenience to the users. Hence it is necessary to provide 
the efficient recognition systems of finger-print images and 
to handle the distortion of the finger-prints samples to 
prevent the intrusions of malicious-users in retrieving the 
confidential-information. In this paper, the process of 
distortion identification and recovering the distortions is 
employed by the two classes of Feature-extraction and the 
classification approaches. The Miniature extraction features 
and the orientation-map features is fetched and the 
extracted features is matched on the basis of Euclidean-
distance measures. The resultant outcome will be 
reconverted to the original matched normal images. The 
paper also illustrates the performance-analysis of the 
proposed-framework in terms of specificity-factor, accuracy-
factor and the sensitivity-factor. The distortion phase is 
handled by establishing the finger-print matching on the 
basis of Miniature-extraction features and the orientation-
map extraction features set. The miniature-feature 
extraction-process aids in the identification of the significant 
ridges and image-corners. The orientation-map features 
were obtained for extracting the texture-basis image 
informations. These features extracted would be beneficial in 
the individual person’s finger-print identity in a unique 
manner. The features of the orientation-map detects the 
ridge-information in accurate manner. The finger-print 
matching process is implemented on the basis of distance-
measures among the features. The experimental analysis of 
the proposed-framework could enhance the accurate 
matching rate of the distorted-fingerprints promisingly. 

There has been the implementation of combined-algorithm 
for the correction of deformation where the distorted 
fingerprint is registered against the reference finger-print on 
the basis of orientation-field and the correlation field. In this 
work, [1] as the first stage in the process, the method of 
correlation is arranged to recognize the rough-registration 
to involve in the correction process of the entire translation. 
In the second stage, the location aligned distortion type 
fingerprints is registered along with the reference-
fingerprints. This step utilizes the orientation field in 
changing the non-rigid deformation process. The 
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experimental analysis of the study, is performed on the 
databases such as the FVC2004-DB1, NIST-SD27 data-base 
and the Tsinghua-Distorted Fingerprint data-base consisting 
of the distorted-fingerprints. And also the comparative 
analysis is also carried out by the comparison of the present 
algorithm with the other existing registration-algorithms, 
and it implicates the enhancement in the fingerprint 
matches. The finger-print matching process is improvised 
and the corresponding finger-prints similarities is acquired 
by registration of distortion finger-prints. Similar to this 
article, another work demonstrating the novel algorithms, 
distortion concepts for the effective finger-print processing 
and the detection-methods. [2] Hence for registry-flaw 
distortions and the tricks of fingerprints is detected and 
defined as the vector-entries. The SVM-Support-vector 
machine classmates were trained in the classification of 
destructive fingerprints and the normal-fingerprints. The 
method of correlation is utilized as the nearest regression-
method in the distortion predictions process including the 
fingerprint input-impedances. The contrast matches of the 
field-distortion images is utilized in the altering the wrong-
marked fingerprints. The resultant data from the 
experiments of the data-bases such as the Tsinghua-DF 
database, NIST-SD27 and FVC2004-DB1 database reveals 
that the proposed framework would uplift the corrupted 
finger-print recognition rates. 

Owing to the related studies of recognition of distorted 
finger-prints, there has the requirement to improvise the 
constraints of the existing finger-print images augmentation 
techniques. Hence such type of methodology is performed in 
the study. The proposed-framework [3] is segmented into 
the three-modules. On the primary module, the finger-print 
images is subjected to the procedure of de-noising wherein 
the Wave-atom transformation is performed. After the 
procedure is completed, the image-augmentation process is 
carried out in the enhancing the classification efficiency. The 
morphological-operation is employed in the proposed-
framework for the image-augmentation. At the final stage, 
the finger-print ordering is performed. Additionally, the 
AGNN-Adaptive genetic-neural-networks is employed for the 
efficient image-classification process. 

The major-contributions of the paper are as follows: 

• To implement the extraction process of the 
minutiae-features from the input-fingerprint images 

• To implement the extraction process of the 
orientation-features from the input-fingerprint images. 

• To establish the matching of the extracted-features 
on the basis of distance-measures utilizing the Euclidean-
distance methodology. 

1.1 Problem identification 

The low-quality negative recognition-system has the serious 
consequences, such that the malicious-users would eliminate 
the finger-print quality purposely, in preventing the true-

identity of the persons. The photo-metric-degradation can 
occurred by the non-ideal skin distortions, dirty surface of 
the sensors, and the complex background of the images 
prevalent in the latent-fingerprints. The Geometrical 
degradation is majorly acquired by the distortions of the 
skins. Hence as the remedy, it is significant to take over the 
negative-recognition system in how they detect the lower 
quality-images and to enhance the quality so there would be 
nil intrusions by the malicious users. Hence the paper 
attempts to provide the solution to this issue. The proposed-
framework implements the Feature extraction methods and 
the classification of the distorted-input images to the normal 
ones. 

1.2 Paper Organisation 

 The organisation of the paper is illustrated in the following 
sections. The section 1 depicts the introductory section of 
the paper. The section 2 represents the literature survey of 
the existing works involved in the effective finger-print 
recognition methods and the rectification of distortions 
associated to it. The section 3 illustrates the methodology 
implementation of the framework. The section 4 represents 
the results and discussion outcomes of the paper comprising 
of the performance analysis of the system. The section 5 
states the concluded research work. 

2. RELATED-WORKS 
 

There also some studies and challenges associated with 
the present RF-Radio frequency finger-print recognition 
techniques which includes the non-stable ROI-regions of 
interest, higher feature designs costs and the non-complete 
automation process. As the remedy to address this challenge , 
the research[4]   organises the MSCNN-multi-mapping 
convolutional-neural-networks to fetch the RF-fingerprints 
images from the specified ROI-region of interest for the 
classification process of Zig-Bee devices. Also in the 
framework ROI-selection SNR-signal to noise ration 
algorithm is implemented in the alleviation of semi steady 
behaviour-consequences in the Zig-Bee devices in accordance 
to the sleep-mode switching. This proposed-framework 
MSCNN utilizes the multiple type down-sampling 
transformation for the purpose of multi-scale classification 
and the multi-scale extraction features in automatic manner. 
As the experimental results, it is depicted that the accuracy 
level in the classification process found to be higher as 97.0 % 
underneath the scenarios of LOS and 30.0 dB SNR range. One 
of the study also implements the RFF method in the 
identification scenario of qualitative results. This work 
focusses to employ the RFF-Radio frequency finger-print 
detection methodology in the process of authenticating the 
IoT-Internet of things terminals. [5] This framework is 
executed on the basis of deep-learning based model. Also the 
Two dimensional signal-time series representations, DCTF-
Differential-constellation trace-figure of the varying 
relationship is used in the features extraction of RFF in the 
absence of synchronisation process. Then as the proceeding 
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the CNN-design is modelled in the identification of various 
devices utilizing the DCTF- Differential-constellation trace-
figure features. The integration of the CNN and DCTF model 
attains the higher level of detection accuracy of 93.9 % and 
99 % underneath the 30.0 dB-SNR levels and 15.0 dB SNR-
levels. This accuracy rate is determined in the classification 
process of the 54 count of Zig-Bee target-devices and it 
overtakes the present RFF detection methodologies. On the 
basis of minutiae-points, the finger-print reconstruction 
process is implemented efficiently only if the rebuild images 
would matches the original form of finger-print images. 
Hence as the initiative to construct the original image of the 
fingerprint to be resembled as the reconstruction finger-print 
image. Hence this study illustrated the stated methodology. 
[6] This finger-print reconstruction is performed in the two 
main steps such as the oriental-field reconstruction process 
(finger-print gradient and the fingerprint phase) and then 
followed by the calculation of the minutiae points’ frequency 
in the finger-print image. The two dictionaries types is 
utilized in the paper referred as the continuous phase basis 
dictionaries and the orientation basis dictionaries. These 
dictionaries utilized in attaining the orientation-field from the 
minutiae-set. The continuous phase basis dictionary 
employed in the ridge-pattern reconstruction. This 
experimental analysis of the study is carried out with the help 
of finger-print verification competitionsFVC2002 and FCV-
2004) for the validation of the finger-print reconstruction-
methodologies and the improvisation methods. The finger-
prints detection method is mounted in single sensor. But in 
some cases, the finger-print recognition system where the 
different kinds of sensor would decreases the performance of 
the system. The problems include the cross matching 
problem and the interoperability issue. Hence as the measure 
to this complication, the automatic-verification methodology 
of finger-print detection is employed to overcome this 
complication [7]. The finger-print characteristics as observed 
are the locally multi scale ridge-structures, ridge-orientations 
and minutiae. This characteristics is observed in the 
fingerprints obtained with the various kinds of sensors. 
Hence for the encoding process, the two-minutiae basis 
descriptors is implemented. The gradients histograms and 
the pattern-descriptors of the binary-gradient. These 
descriptors, encode the locally ridge patterns .The 
experimental results of the system would majorly overtakes 
the state of art methods on the basis of MCC-minutia-cylinder 
code, commercial Veri-finger SDK, thin-plate spline-model 
and MCC-scale factor. Similarly, the novel algorithm is 
constructed for the non-rigid registration of the fingerprints 
utilizing the image-fields in the study. [8]  The direction-
information found to have the significant role in the spatial-
transformation in the registration process. The fields of the 
image consists of the finger-print ridges by integrating the 
traditional algorithm image-fields. As the measure to the 
distortion phase, the ridges-orientation is introduced, for the 
betterment utilization of the finger-prints direction-
information and in the simplification of deformation-model. 
The experimental studies is performed on the 4 data-bases 

such as the Tsinghua-Distorted Fingerprint-database, FVC-
2004-DB1 model and NIST-SD30 Data-base. The proposed-
framework algorithm is made comparison with the other 
existing algorithms, wherein the inferences of the 
experiments depicted the proposed-framework efficiency. 

Additionally another recognition method is employed in 
the study. In this methodology, [9] the statistical 
methodologies, feature-extraction techniques such as the 
kernel-distributions and the Makov-chain were utilized. 
Along with this Fuzzy-system utilized as the efficient system 
in the detection of fingerprints-recognition. The fuzzy-rules 
to be formulated by the experts. The count of hundred 
training phase images and the count of hundred-test phase 
images is utilized. The vital role and the benefit of the neural-
networks upon the fuzzy method is the extraction-rule. This 
is again formulated by the experts. This neural-networks 
perform the rules extraction in accordance to the algorithm. 
The recognition-technique is performed by the NN-
comprising of the GRNN-method and the ARTMAP-method. 
The GRNN-performance is overtakes the performance of 
ARTMAP-method. But this is compensated with good 
performance of ARTMAP in cases of lesser elements count 
and in test-vector concepts.  

An interesting application in the recognition of 
fingerprints is seen in the sculpture findings. Finger-prints is 
utilized in the person’s identity in the hollow-sculpture 
inside-works than outside-works. The present scanning 
techniques require the location of the fingerprints to be in the 
outer-layer of objects scanned. This thesis work [10]  exhibits 
the first attempt where the CT-computerized-tomography 
information is used in finger-prints detection identified on 
the inside object area or the outside-area of the objects. This 
analysis presented in the work, depicts that the CT-finger-
print recognition found to be the feasible method. The 
advantage exhibited in the execution of the CT-utilization is 
the ROI-extraction automatically. This is turn would amplify 
the finger-print extraction automatically and a good break-
through in obtaining the Fingerprints-recognition from the 
sculptures of ancient time.  

The sensitivity factor of the localization process pertaining to 
the fluctuation of channels is a disadvantage in the finger-
print recognition techniques. Even though the techniques 
tackles the multi-path consequences, this found to the 
constraint. Hence in order to point out the challenge m the 
MNN-artificial multi-layer-neural-networks is adopted to 
grasp the CIR-channel-impulse responses as the parameter-
measurements of finger-prints. [11] The location-
classification performance which uses the MNN-model have 
the dependency on the training data correlation factor. Hence 
the two kinds of de-correlation-filters have been designed in 
pre-processing of the training-data-sets. The first kind of 
filter is the filter of linear-whitening integrated with PCA-
principal-component-analysis. The other filter-type is the 
non-linear quantizer type. This filter type undergoes the 
optimization process in reducing the distortion rate acquired 
by the process of quantization. The summation of the results 
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proves the proposed framework DMNN-decorrelation-MNN 
enhancement in comparison with the other methodologies. 
This implementation is carried out by utilizing the indoor-
channel designs. 

3. METHODOLOGY 

The primary goal of the paper is to build the efficient Finger-
print recognition system and to handle the distortions of the 
fingerprints by utilizing the feature extraction and 
classification techniques. . This is employed to rectify the 
original images to prevent the malicious attacks and to retain 
the confidentiality. 

3.1 Data-Flow Representation 

 

Fig -1: Data-Flow Representation 

The above figure 1 depicts the flow of the data indulged in 
the framework. The process starting from the input feed to 
the rectification of the original images. 

3.1 Methodology-steps 

 

 The input sample of the finger-print is considered. 
The features were obtained utilizing the miniature-
feature extraction methodology and the orientation-
map estimation. 

 The miniature-feature extraction-process aids in the 
identification of the significant ridges and image-
corners.  

 The orientation-map features were obtained for 
extracting the texture-basis image informations. 

 These features extracted would be beneficial in the 
individual person’s finger-print identity in a unique 
manner. 

 The features of the orientation-map detects the 
ridge-information in accurate manner 

 The finger-print matching process is implemented 
on the basis of distance-measures among the 
features. 

 The performance of the system is analysed in terms 
of metrics such as accuracy-factor, specificity-factor 
and the sensitivity-factor of the classifier. 

 

 

Fig -2: Methodology-steps 

The figure 2 depicts the overall steps involved in the 
implementation phase. 

3.2 Algorithm 

 The Process of Miniature-Extraction. 

 The process of Feature-Extraction  

 Distance Measure-Factors. 

 

Table -1: Finger-print Model Pseudo-code 

Algorithm 1:  

Procedure  

FINGERPRINT-MODEL GENERATION( , , Є) 

 ← minutiae ) 

  ← expanded Triangle-Set ( ) 

for all ∈  do 

← minutia neighbourhood ( , , Є) 

 ← expanded-TriangleSet ( ) 

for all ∈  do 

if not in existTriangle (  , ) then 

 ← ∪ {  } 
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end if process 

end for-process 

 ← {} 

for all  ∈ do 

 <-- f ( ) 

  ←   ∪  { } 

end for 

return process  = ( ,  ,  ) 

end the  procedure 

 

From Table 1, The feature vector is assessed in every 
triangle in the triangle-matching algorithms. This is employed 
to execute the comparisons. The feature-vectors ought to be 
the in-variant for all the finger-impressions in-spite of the 

variations. The notation   = (  ….. Represents 
the whole triangle-set employed for denoting the ridge-points 

representations. The  = ( ,  

Here in the representation ,  denotes the joining-

points to form the triangle and the notation  belongs to  

. The points stated above are arranged in order by 
utilizing the opposite length of the triangle-sides. For the 
matching purpose of the fingerprint, the feature-set is 
represented as  

 Equals to ( , ,  …..  ) wherein the notation  = f 

( ) denotes the feature-vector attained from the triangle  
utilizing the feature-functionality. 

The function representation for triangle-features 
calculation is defined as follows: 

 = ( , , , , , , , , , , , 

, , , , , ). 

Here in this notation,  represents the sign of triangle,  

the relative-direction is denoted as  , represents the jth  

length, label denoting the relative-position  ,  denotes 

the  type,  ,  denotes to ensure if the points  directed to the 
same ridge-type or the different ridge type and it depends on 

the type of point  in the case if the point  represents the 

minutia and it points the  =  in the other cases. The 
features are arranged utilizing the length of the triangle-sides. 

The triangle  sign represents the invariant-feature in 
response to the rotation, and this is implemented to prevent 
the mirror-effect.  

The sub ridge is considered as the ridge part, wherein the 
sub-ridge points are the minutiae or where the ridge points 

ends. The notation represents if the two-ridge points seen 
in the same parts of sub-ridge. This characteristic features 
would reduce the false-positive type matches. 

3.3 Modules of the Framework 

 

The implementation of the framework is performed by 
the following modules such as  

 Miniature-Feature Extraction Process  

 Orientation-Map Extraction Process 

 Recognition process 

 Analysis of Performance-Measures. 

 

 

Fig -3: Input Finger-print Image 

The above figure 3 represents the sample input image of the 
fingerprint fed to the system. 

3.4 Miniature-Feature Extraction Process 

In this process, the identity of the person is calculated by the 
image miniature-points. The miniature-representation is 
fetched on the basis of ridges identification and edges-
identification in the images of finger-print. The finger-prints 
edges is determined by detecting the pixels which appear as 
white in images edges. The ridges were determined by the 
pixel-identifications near the edge-pixels. The locations of 
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those pixels pertaining to the bifurcations and the ridges are 
recorded as the features of the images (Feature-extraction) 

 

 

Fig -4: Extracted Miniature Features 

The Figure 4 represents the extraction of the miniature-
features of the distorted finger-print images .The features are 
represented as blue marks. 

3.5 Step-wise execution of Miniature-Feature 
Extraction Process 

 

 

Fig -5: Step-wise process of Miniature-Feature Extraction 

The above figure 5 shows the detection of the Bifurcation 
areas in the input finger-print images. This is accomplished 
by the Miniature-feature extraction process. 

3.6 Orientation-Map Extraction Process 

The orientation angle is determined as the angle created by 
the horizontal-lines and the inclination of the ridges. The 
ridge angles has no specific-direction. The orientation is 
utilized for the angle representations and this angle ranges 
from 0 degree to 180 degrees. Every finger-print region 
possess the general ridges-orientation, the orientation 

computation is carried out for each block instead of every 
pixel. At the initial stage, the vertical-gradient and the 
horizontal-gradient performed for computation in every 
pixel-points. For instance, in the case of sobel-operator, the 
input images is classified into smaller size block types size 
denotes 8 × 8. The angle undergoes computation by the 
analysis of the block. 

 

Fig -6: Orientation map extraction 

The figure 6 depicted above illustrated the extraction of 
orientation-map features from the ridges. This is employed 
for the calculation of the distance measure to rectify the 
normal-images. 

The size of the block have the dependency upon inter ridge 
distances. One ridge is included and representation of one-
valley in single block. The orientation of the block is defined 
from the gradients of the pixel by the process of optimization. 

 

Fig -7: Step-wise process of Orientation-map features 

The above figure 7 describes the step-wise processes in 
obtaining the orientation-map-features of the extracted 
finger-prints. 
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3.7 Recognition process 

The image-Features are all fetched for the data-base 
images and value of the images is extracted as the feature 
representations. The process of matching is performed on 
the basis of distance measurements among the training-
image features and the test-images features. The 
Euclidean-distances is calculated in-between the trained-
features of the images and the test-features of the images. 
The images which possess shorter distance is determined 
as the matched finger-print. 

 =  

The Euclidean-Distance is calculated between the train 
features of the images and the test-set features of the 
image. The images which acquires the minimal-distance is 
determined as the matching-finger-print image. 

 

 

Fig -8: Resultant matched image 

The figure 8 depicted above figures out the resultant-
matched output image from the distance decision loop. If it 
acquires the lesser distance measure, the resultant image 
matches with the input images and retrieves the output as 
above. 

4. RESULTS AND DISCUSSIONS 

In the feature-extraction process, the miniature-features 
and the features of the orientation-mapping process were 
fetched out. The process of matching is implemented on the 
basis of distance-measures utilizing the Euclidean-distance 
measures. The resultant image is rectified which possess the 
minimum-distance and determined as the matching identity. 
The process could be furthermore improvised. The proposed 
framework can be further improvised by the features-
extraction techniques on the basis of texture input-patterns. 
For the efficient extraction method, of the texture-input 
patterns from the input-images, the SCLBP-sorted-
consecutive Local-Binary pattern can be implemented along 
with this methodology in the enhancement. The neural-
networks or the process of pattern-recognition method can 

be implemented in yielding the person’s authentication. The 
utilization of SCLP- sorted-consecutive Local-Binary pattern 
extraction method improvises the performance level of the 
framework. 

4.1 Performance-Analysis 

The performance of the proposed-framework is determined 
in terms of specificity-factor, sensitivity-factor and the 
accuracy-factor in detections of the matched finger-prints 
and rectifying the distortion of fingerprints to the original 
identifications. The performance of the proposed-framework 
is evaluated in terms of TP-True-positive factors, TN-True-
negative factors, FN-false negatives, FP-False positives, FPR-
False-positive rates (Specificity-factor), TPR-True-positive 
rate (sensitivity-factor) and also in accuracy-factor. The 
accuracy factor represents the limit to the classifier performs 
the images-classification on the basis of the provided-labels. 
The sensitivity-process denotes the exact classification rate in 
classifying each category data efficiently. The specificity-
process denotes the efficiency of the classifier how perfectly 
rejects the categorized data. The ROC-Regions of the curve is 
figured out and it is the representation of sensitivity-factor 
and the specificity-factor. 

Sensitivity-factor =    

Specificity-Factor=  

ACC-factor =  

 

Fig -9: Performance Evaluation of Different image-samples 

The above figure 9 represents the overall performance 
evaluation of the metrics values of the system. The various 
metrics such as TPR-true-positive rate, FPR-false-positive 
rate, TP-True-positive factors, TN-True-negative rate, FP-
false-positive-factor, FN-false-negative factor is determined 
for each person’s finger-print images. These metrics are 
represented in graphical representation, wherein there 
occurs to have higher True-positive metric value and 
considerable higher true-negative metric-value for all the 
finger-print samples. This would indicate the higher  

rectification of the original normal finger-prints marks. 
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Table -2: Calculated Measure-values of the performance parameters 

Performan
ce-Metrics  

Perso
n1 

Perso
n2 

Perso
n3 

Perso
n4 

Perso
n5 

Perso
n6 

Perso
n7 

Perso
n8 

Perso
n9 

Person
10 

Person
11 

Person
12 

Person
13 

TPR 
0.958
3 1 1 0.958 1 1 1 1 1 1 1 1 1 

FPR 0 0 0 0 0 0 0.25 0 0.125 0 0 0 0 
TP 69 73 71 69 73 71 72 72 72 72 72 72 72 
TN 8 7 9 8 7 9 6 8 7 8 8 8 8 
FP 0 0 0 0 0 0 2 0 1 0 0 0 0 
FN 3 0 0 3 0 0 0 0 0 0 0 0 0 

 

The above table 2 illustrates the metrics values of the 
different fingerprint-distortions. It is observed that there 
seems to have higher True-positive metric value in the 
overall person’s finger-print images and it exhibits the higher 
metric value in the true-negative factors for the entire 
persons taken for the analysis phase. This rate of the higher 
prevalent values efficiently matches the original images and 
involved in the detection of original-images from the 
distorted-finger-print images. 

 

5. CONCLUSIONS 
 
 The proposed-framework exhibits the higher-efficiency of 
finger-print recognition. False mismatch of the fingerprints 
shows the higher percentage of distorted rate in fingerprints. 
Hence it would create the gap in the security primitives in 
the automatic-systems of finger-print detections. Hence the 
effective method to overcome this complications were 
employed. The features-extraction process found to expose 
more reliable results. In the feature-extraction process, the 
miniature-features and the features of the orientation-
mapping process were fetched out. . The registered 
orientation-maps of the ridges and the finger-print period-
maps is utilized as the feature-vector .The process of 
matching is implemented on the basis of distance-measures 
utilizing the Euclidean-distance measures. The resultant 
image is rectified which possess the minimum-distance and 
determined as the matching identity. The paper also 
illustrates the performance-analysis of the proposed- 
framework in terms of specificity-factor, accuracy-factor and 
the sensitivity-factor and it is evaluated in terms of True-
positive factors, True-negative factors, False negatives, false 
positives, False-positive rates (Specificity-factor), True-
positive rate (sensitivity-factor) and also in accuracy-factor. 
The resultant data from the performance-metrics depicted 
better results than the other approaches. The applications of 
the framework relied to use the implementation in the 
criminal-investigations, serve as authentication system in 
daily life and in applications of forensics-department. 
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