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Abstract - Supervisor asset use and allows production new 
innovative services that distance fundamental resources as 
software-defined tactic assists cloud service earners to help 
the most efficient and ascendable cloud solutions. Combine 
the transformational power of cloud computing with the 
profits of software-defined approach enables cloud-based 
workloads to achieve their highest levels of performance, 
reliability and scalability. In this regard, Cloud Database is 
an amalgamation of not the same number of nodes and each 
node has its own database that linked together in the 
communication network. Cloud Database system is a new 
tendency in the study, as many organizations need to 
migrate their databases into Cloud to exploit the aids Cloud 
Computing. The performance issue of the databases 
irrespective of the model, whether old-style or Cloud. In this 
proposed work, query process as object data service can be 
created that provides the ability to store, access and 
manipulate unstructured Electronic Medical Record data on 
file based storage system and exploiting the performance 
competence of that system using software defined approach. 
The experimental result is on the recital of Electronic Health 
Records in Cloud Database query response time analysis 
used. This system has taken as an extent over Data 
Manipulation Language(DML)assertion with suitable 
condition to compare the outdated database. 
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1. INTRODUCTION 

All information can be approach from a computer 
system through block level, file or object level. The 
external storage system can be connected to the 
computing system directly or over a network [5]. Many 
applications on the computing system stores and accesses 
data using the causal infrastructure comprising and 
operating system is a file system, network connectivity 
and storage. In general, an appliance requests data by 
specifying the file name and location. The file system maps 
the file attributes to the logical block address of the data 
and sends it to the storage system. It can simplify 
addressing by exploitation a linear address to access the 
block of data. The storage system converts the logical 
block address to physical address and fetches the data. By 
using Software defined approach enables to provision 
resources based on policies to services and applications as 
needed by the business in a very short time. It enables to 
deliver infrastructure resources to clients via service 

catalog and provide on-demand self-service access to 
consumers.  

This in turn will dramatically improve business 
agility. A software defined approach increases flexibility 
by  the causal IT resources to enable service providers to 
use low cost non-proprietary standard hardware and in 
many cases, influence existing investment on 
infrastructure to vividly lower capital expenditure. 
Virtualizing the complete infrastructure through software-
defined approach, allow us to save lower capital 
expenditure and operating expenditure by improving the 
utilization of resources. By theoretical physical resources 
into a virtual pool, service provider components into 
limitless capacity available to consumers. This approach is 
uses for monitor’s resource utilization and allows creating 
new innovative services that distance fundamental 
resources.  

Cloud computing is an ever growing a web-based 
model computing, it delivers the data sharing to 
computers and other devices on demand. Cloud computing 
is a one sort of model that available in all-inclusive and 
access to a shared pool of configurable computing 
resources to provide the facility and hastily with less 
management effort. Cloud computing is mainly 
concentrated on data storage solution to facilitates the 
users and enterprises with more capabilities to store and 
process the data that is private owners or third-party data 
net-centers from distant place or across the sphere. It is 
depends upon to sharing the resources and get the 
consistency and economy scale, and it is more 
convenience in interconnected networks. 

The find out reply of this paper is located on six 
sections: Software defined controller in section-1. Section-
2 deals with the cloud model for managing resources using 
Software Defined Approach. In section-3, electronic health 
records storage process system. The Service Coherence 
Approach in section-4. The response time analysis in 
section-5. The experimental results are fashioned in 
section-6.  The last section-7 is conclusion and reference in 
section-8. 

1. Software Defined Controller: 

 The software-defined controller has built in 
cleverness that automates provisioning and configuration 
based on defined policies. It enables associations to 
dynamically, uniformly, and easily modify and manage 
their infrastructure. The controller finds out the available 
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casual resources and provides an aggregated view of 
resources. The underlying hardware resources like 
computer, storage and network and pool them. This 
enables the rapid provisioning of income from the pool 
based on pre-defined policies that align to service level 
agreements for different consumers. The controller 
enables a cloud administrator to manage the resources, 
node connectivity, traffic flow, control behavior of causal 
components, apply policies uniformly across the 
infrastructure components and enforce security, all from a 
software interface. The controller also provides interfaces 
that enable applications external to the controller to 
request resources and access these resources as services 
[2]. 

2. The Cloud model for managing resources Using 
Software defined approach:  

For any association, it is becoming significant to hold 
up its growth through virtualization, so it can rapidly and 
professionally deliver cloud data, big data analytics 
[1].Software distinct approach is the mechanism helps in 
creating and implementing an optimized IT infrastructure 
that can help organizations achieve competitive benefit 
and higher value through rapidity and competence in 
delivering the services. 

 

Figure 2.1: Cloud model for managing resources using 
software-defined approach 

Software defined approach virtualizes all the 
infrastructure components like compute, storage and 
network, pools them into aggregated capacity. It separates 
the control or management functions from the underlying 
components to the outside software in which takes over 
the control operations to manage the multi-vendor 
infrastructure components centrally. Mostly a physical 
infrastructure component like compute, networks and 
storage has control path and data path. Easily to control 
path sets and manages the policies for the resources and 
the data path performs the actual transmission of data. 
Software defined approach decouples the control path 
from the data path. The control path is a resource 
management operates at the control layer in which gives 
the capability to partition the resource pool and manage 

them exclusively by policy. This decoupling of the control 
path and data path enables to centralize all data 
provisioning and management tasks through software 
external to the infrastructure components. 

The software runs on a centralized compute 
system or a standalone device namely as software defined 
controller. The above diagram shows a picture of software 
defined approach, where the management function is 
vague from the underlying infrastructure components 
using controller. From a data center aspect of software-
defined approach, there is a software defined computer 
controller for work out the systems, software defined 
storage controller for storage systems and software 
defined network controller for network systems. 

3. Electronic Records Storage Process System: 

 The attributes based storage is a way to store file data in 
the form of objects based on the content and other 
attributes of the data before the name and location of the 
file [3]. Each object contains user data, allied metadata and 
user defined attributes of data [10]. The patient electronic 
health records contains several attributes like patient 
information is stored as a file in a EMR/EHR, the metadata 
is basic and may include information such as file name, 
date of creation , owner, and file type. Once stored as an 
object is the metadata component of the object may 
include additional information such as patient name, 
patient id, attending physicians name etc., apart from the 
basic metadata. A unique identifier identifies each 
attribute/object stored in the object based storage system. 
The id allows easy access to attributes without having to 
specify the storage location. 

  The id is generated using specialized hash 
function on the data and guarantees that every attribute is 
unique identified. Any changes in the attribute like user 
based edits to the file, results in a new attribute id. This 
makes object based storage a preferred option for long-
term data archiving to meet regulatory or compliance 
requirements. This storage system uses a flat, non-
hierarchical address space to stored data, providing the 
flexibility to scale massively. Cloud service providers 
advantage object based storage systems to offer storage as 
a service because of its inherent security, scalability and 
automated data management capabilities. This storage 
systems support web service access thru SOAP [7]. 

The Electronic Records process storage system 
has three key components namely as nodes, inner 
network, and storage. This system is composed of one or 
more nodes. In this background, a node is a server that 
runs the attribute based storage operating environment 
and provides services to store, retrieve, and manage data 
in the system. The electronic health records storage 
system node has two key services like metadata service 
and storage service [8]. The metadata service is 
responsible for generating the attribute id from the 
contents of a file. It also maintains the mapping between 
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the attribute ids and the file system namespace. The 
storage device manages a set of drives on which the data is 
stored. The nodes connect to the storage via an internal 
network. The internal network provides both node-to-
node connectivity and node-to-storage connectivity. The 
Electronic health records application server access the 
attributes or object based storage node to store and 
retrieve data over an external network.  In a tiny 
implementations are the metadata service might reside on 
the medical records application server or on a separate 
server.  

It can provide the ability to routinely detect and 
mend corrupted objects or attributes and to alert the 
administrator of any potential problem. It can also provide 
on-demand reporting and event notification. Some 
attribute based storage systems hold up storage 
optimization method such as single instance storage 
where only one instance of an attribute is stored in that 
way optimizing working ability. 

4. Service Coherence Approach: 

 Service Coherence refers to the automatically put 
together, coherence and managing of various systems in a 
cloud infrastructure to provide and manage cloud services. 
Service coherence not like an automated activity is not 
associated with a particular system. Instead of it may 
cover multiple systems, situated in different locations 
depending on the size of cloud infrastructure. Cloud 
service providers typically deploy purpose-designed 
coherence software that coordination the execution of 
various system functions. The coordination 
programmatically incorporates and sequences various 
system functions into programmed workflows for 
executing higher-level service provisioning and 
management functions provided by the cloud porch. The 
coherence workflows are not only meant for fulfilling 
requests from clients but also administering cloud 
infrastructure such as adding resources to a resource pool, 
handling service related issues, scheduling a backup for 
service, billing and reporting[10]. This system like 
coherence functions saves service-provisioning time, 
eliminates the possibility of manual errors, reduces 
operating expenses and simplifies cloud infrastructure 
management. Even if several manual steps performed by 
cloud administrator may be necessary while processing 
the service provisioning and management functions, 
service providers are looking to automate these functions 
as much as possible. 

The following steps are as follows 

1. Initially, log on to the cloud porch and 
instructions a cloud database platform from the 
service list, 

2. The database platform is ordered to support 
client application. 

3. The request is routed to the coherence in which 
triggers a workflow to fulfill this request. 

4. After this request is fulfilled, the client application 
can access the deployed database as needed.  

5. It is sample workflow defined in the coherence to 
deploy database. 

 

Figure 4.1: Algorithm Steps - Service Coherence 

5. Response Time Analysis: 

 The measure, response time analysis is more effective 
tactic to improve Electronic Health Record database 
performance. This works by focus overseer and 
developers on the most vital criterion causes to wait and 
referred to as wait time analysis and it allows number of 
queries to align their efforts with service level delivery for 
appliance. 

 The below picture describes the response time 
monitoring process. Each SQL query request passes 
through the database instance. With computing the time at 
each footstep, and the total response time can be analyzed, 
before watching Cloud Server health statistics, making 
guesses about their performance impact, wait, and 
response time methods measure the time taken to 
complete a preferred operation. The finest 
implementations break down the time into discrete and 
individually measurable steps and identify exactly the 
steps in which operations causes electronic health records 
delays. The database main query task is to respond with 
an outcome, and response time to make EHR Cloud 
Database performance decisions. To calculate the 
response time is total processing time and total waiting 
time 
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Response Time=Processing Time + Waiting Time 

 

Figure 5.1: Response Time for Query Process Analysis 

The response time for an exemplary EHR Cloud 
application that comprises the subsequent series of 
actions. Each action needs a certain amount of time. The 
response time does not comprise the time that it takes for 
the user to think of and enter a query or appeal. Initially, 
the application forwards a query to the database server. 
The cloud database server performs query optimization 
and the retrieves any user defined routines and outside 
routines. The cloud database server retrieves that add or 
update the appropriate records and performs input and 
output operations directly related to the query.  

The cloud database server performs any 
background I/O operations such as logging and page 
cleaning that occur during the periods in which the query 
is still pending. The cloud database server returns an 
outcome to the application. The EHR cloud application 
shows the information or issues a confirmation and then 
issues a new prompt to the user. 

6. Experimental Results:  

The recital of Electronic Health Records in Cloud 
Database query response time has taken as an extent 
through Data Manipulation Language (DML) assertions 
with different conditions. Each assertion has repeated at 
least 30 times and for query response, time is well-known 
and middling intended for all iterations. All the SQL 
queries were executed using Electronic Health Records 
database [3]. The effecting query results in the retrieval of 
data and the number of results made in each instance 
tabularized with the response time values. The “Slow 
Miserable” arc with the help of obtained response time 
values. It is obtained in dividing all the entry response 
times with the initial entry response time. The response 
time values of completely the data sizes such as 10,000, 
20,000, 30,000, 60,000 and 80,000 entries in conventional 
database is divided by the initial entry response time of 
the outdated database i.e. 10,000 entries. This figure-1 
gets by the values. The same way is continual for the Cloud 
Database response time values. To display with the values 
and both the curves are plotted. These curves show the 
‘Slow Miserable’ as a relationship between the two. The 
main goal of this workout is to realize query elapsed time 

for a query that retrieves trivial number of rows from 
large table used by perusing the complete table. 

Table-6.1: Query Response Time Values of unlike 
entries for Outdated and Cloud Database in 

milliseconds 

Response Time for 
Data Entries 

Outdated 
Database(ms) 

Cloud 
Database(ms) 

10000 4 3 
20000 5 4 
30000 8 6 
60000 12 9 
80000 15 11 
100000 16 13 
150000 18 15 

 

 

Figure 6.1: Radical change between Cloud Database 
and outdated database recital while Retrieving rows 

from tables 

From the above graph, there is a radical change 
between Cloud Database and outdated database recital 
while retrieving rows from tables. The experiment results 
demonstration that the Outdated Database is 
accomplishment well for this query. At 10,000 the 
response time is almost in Cloud. At 20,000 entries, both 
the databases have almost the same response time. At 
30,000 entries, the Cloud has 6 response times. 

At 60,000 entries, the Cloud has9 response times 
in milliseconds. At 80,000 entries, the Cloud Database is 
11 times. At 1,00,000 entries, the Cloud has13Response 
Time in milliseconds. At 1,50,000 entries, the Cloud 
Database is 15 milliseconds. 

2. CONCLUSION 

The cloud model for managing resources with the help 
of Software defined approach is uses for electronic health 
records storage process system. In this regard, service 
coherence and managing of various database systems in a 
cloud infrastructure to provide and manage cloud services 
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and response time analysis to improved Electronic Health 
Record database recital. The drastically changes between 
Cloud Database and outdated database recital while 
retrieving rows from tables [6].The recital of Electronic 
Health Records from Cloud Database query response time 
has taken as coverage through Data Manipulation 
Language (DML)assertions with different conditions. 
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