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Abstract: VANET (Vehicular Ad-hoc Networks) is a 
unique class of MANET (Mobile Ad-hoc Networks) that 
utilizes vehicles as portable nodes which are exceptionally 
dynamic in nature and moves quickly. VANET also 
supports the intelligent transportation system (ITS) which 
also uses vehicles for communication with each other and 
gives network usefulness. An extensive variety of data can 
be transmitted, including activity of vehicles and road 
conditions, conclusion and alternate route data, 
occurrence data, crisis alarms, and driver advisories. ITS 
system gives communication links amongst vehicles and 
vehicles to road side units. The communication can be 
utilized for security and entertainment applications. In 
this paper we will review the VANET, its different data 
dissemination challenges and different data dissemination 
protocol which are utilized to upgrade the nature of 
driving regarding safety, time and separation. 
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1. INTRODUCTION 

 
Vehicular Ad-hoc Networks have increased impressive 
consideration during the previous couple of years 
because of their optimistic relevance with respect to 
well-being, transport productivity, and 
data/entertainment. VANETs are made by administering 
the standards of MANETs. They are the prime part of 
intelligent transportation systems (ITS). 
 
    While, in the mid-2000s, VANETs were conceived as an 
unimportant balanced application of MANET standards, 
they have from that point forward formed into a field of 
examination in their own particular right. The term 
VANET turned out to be for the most part synonymous 
with the further nonspecific term inter-vehicle 
communication [1]. In VANETs there are two sorts of 
connections: vehicular-to-vehicular connection (V2V), in 
view of an Ad hoc framework, nodes trade specifically 
messages unaccompanied by a focal connector hub; and 
vehicle-to-infrastructure or infrastructure-to-vehicle 
(V2I or I2V), where the vehicles and the Road Side Units 
share messages that contains useful data. 
 
     Even though (IEEE 802.11a/b/g/n) WLAN could be 
utilized as a part of VANETs, the majority of the 
applications stand in need of time-basic 
communications, a continual handover included in 

various RSU in V2I/I2V connections, and as these 
standards use CSMA (Carrier Sense Multiple Access), 
therefore numerous nodes cannot have accomplishment 
in obtaining channel because of the steep density of a 
few scenarios. Because of the restrictions of these 
standards in highly mobile framework as VANETs, a new 
extension called IEEE 802.11p has been created, 
destined particularly for vehicular domain in which 
eminent reliability and low defer qualities are essential 
[2]. This new standard is widely known as Dedicated 
Short Range Communication (DSRC) utilizes the IEEE 
802.11a physical layer running on the 5.9 GHz band and 
nature of administration enhancements of IEEE 802.11e. 
 
      A technical Subcommittee inside the IEEE 
Communication Society on Vehicular Networks and 
Telematics Applications (VNTA) is there, the sanction of 
this board is to effectively advance specialized exercises 
in the area of vehicular systems, V2V, V2R and V2I 
interfaces, measures, communications-empowered 
street and vehicle security, continuous activity 
observing, convergence administration innovations, 
future telematics applications, and ITS-based 
administrations[3]. 
 
    Data/Information dissemination plans in VANETs are 
regularly sorted into two distinctive forms, as indicated 
by the kind of ITS implementation: safety and non-safety. 
In the most recent years, the concentration of the 
research group is more centred on safety applications 
which are exceptionally requesting regarding message 
delay and extend a testing area of study. Despite the fact 
that the recurrence of messages is less in safety 
applications, the message delay is a vital element in light 
of the fact that a safety message, e.g., a crisis vehicle 
cautioning, needs to achieve a most extreme number of 
nodes in a given territory inside a brief timeframe 
period, on the grounds that after this time period, the 
message basically gets to be futile. 
 
    Nonetheless, the message delay in non-safety 
applications fail to retain significance as the message 
could be helpful for a more extended time period, even 
up to a few minutes, e.g., for distributing traffic 
conditions of the street. Then again, the recurrence of 
these messages is considerably higher in this kind of 
applications. 
 
    Since VANETs are new field of interest in scientific 
society, we strongly believe a thorough study about the 
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subject is needed. In this paper we first classify the 
challenges in data dissemination in VANET and then 
describe various data dissemination protocols. 

 

2. CHALLENGES IN VANET 
 
2.1. Recurrent Link Disruptions 
 
    As talked about in the former segment that vehicles 
are profoundly portable and for the most part go at 
higher paces, particularly on highways. It causes 
discontinuous communication among the sender and a 
receiver. In addition, the system assets assigned to 
vehicles go futile because of recurrent link disruptions 
[4]. 
 
2.2. Data Dissemination  
 
The mobility data has a nature that requires 
broadcasting. Movement data is bound for open intrigue, 
and not just for a person. In this manner, disseminating 
the activity data utilizing broadcasting plan is more 
reasonable when contrasted with a directing 
methodology that utilizes unicasting. Favourable 
position for broadcasting plan is that the destination 
address is not required by the vehicle and the course to a 
specific destination. Accordingly it decreases the 
different troubles in VANET, for example, multifaceted 
nature of route disclosure, address determination, and 
topology management [5].  
 
2.3. Routing issues 
 
   In the VANETs system there is no settled course of the 
packet, a bundle is conveyed by a hub until it could be 
sent to a hub being nearer to destination. So based upon 
the convey and forward idea there are three conceivable 
routing algorithms geographic forwarding, trajectory 
based forwarding and opportunistic forwarding. 
Likewise a cross breed arrangement, blending 2 or 3 
distinctive methodologies, could be created. In 
opportunistic forwarding works proficient in broadcast 
mode, however falls flat when the objective is a solitary 
hub [6]. 
 
2.4. Heterogeneousness of Applications 
 
    VANET gives an extensive variety of street safety and 
entertainment applications. For the most part, street 
security applications require low-level latency and high 
dependability. Then again, entertainment applications 
need higher resource use , better throughput and fewer 
packet loss. In light of diversified data administrations, 
channel access conventions and network resource 
allocation techniques ought to be versatile to guarantee 
effective, systematic, and reasonable correspondences 
among every one of the vehicles on street [7]. 

2.5. Information Exchange in presence of 
Disconnection. 
 
    The one of primary challenge in VANETs is how to 
disperse information over the system with less delay and 
before the disconnections among vehicles happens. At 
the point when target vehicle draws nearer to the 
roadside unit and put in thickly range, disconnection is 
less concern. But the real issue is when diverse vehicles 
those are in radio scope of one another asking for the 
same information in the meantime and sharing the 
wireless media then use of bandwidth is the key issue. At 
the point when a vehicle comes to inside the one-hop 
scope of the street side units, information can be 
transmitted to the vehicle at the most astounding 
throughput. In this way a vehicle goes by the roadside 
unit, it is most attractive to develop the association time 
between the vehicle and street side unit in order to 
spread more information [8] 

 

3. DATA DISSEMINATION AND ITS VARIOUS 
TYPES 
 
    Data Dissemination is the correspondence among the 
vehicles and roadside units. Vehicles can get to the data 
through V2V method or V2I strategy. These vehicles can 
acquire data from the roadside unit. Every vehicle 
corresponds with adjacent vehicles in a profoundly 
dynamic specially appointed networking environment 
through V2V correspondence [9]. Data dissemination is a 
procedure of spreading information or data over 
dispersed networks. Data dissemination in VANETs 
enhances the productivity of movement framework. It 
additionally enhances the nature of driving. In spite of 
the fact that this procedure is by all accounts 
exceptionally straightforward however as a general rule 
it is extreme for vehicles to convey among themselves 
because of expansive number of vehicles on road. In this 
way, it turns out to be extremely challenging for vehicles 
to transmit data over the network [10]. 
 
    Data dissemination is intended to use the network 
resources in optimal way to serve the data needs of all 
users. Different data dissemination approaches used in 
VANETs are:  
 
A) V2I/I2V Forwarding (Vehicle to Infrastructure or 
Road Side Unit)  

B) V2V Forwarding (Vehicle to vehicle)  

C) Geographical Forwarding  

D) Opportunistic Forwarding  

E) Cluster Based Forwarding   

F) Peer-to-peer Forwarding 
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3.1. V2I/I2V Forwarding 
 
    There are two types of data dissemination in V2I/I2V- 
push based and pull based. In push based dissemination, 
the message can be easily transferred from the movable 
vehicles or roadside units to another vehicle; it is largely 
used in the dense vehicles condition or in e-
advertisement. While in pull based data dissemination 
any vehicle is given right to ask for information about 
specific location. It is form of request and respond type 
model widely used in enquiry about the parking lot 
around the nearby coffee shop or market i.e. basically 
non-popular data which is user specific [11]. 

3.2. V2V Forwarding 
 
   Flooding: In flooding approach the information is made 
and received in region. For the most part every hub takes 
an interest in spread. This flooding methodology is 
useful for delay responsive application furthermore 
especially reasonable for distributed networks during 
low movement conditions.  
 
    Relaying: The relaying kind of information dispersal in 
the system, the relay hub is chosen (next hop) where 
relay hub advances the information to the following hop 
and so forth. The principle point of interest of this 
methodology is it decreases blockage and it is adaptable 
to heavy network. This is most suited for congested 
networks. 
 
3.3. Geographical Forwarding 
 
    When there is consistently change in topology, then 
there is no end to end ways are always accessible in 
VANET. A geographic dissemination is utilized as a part 
of by exchanging the message to the nearest hub toward 
the destination until it comes to. In some cases geo-
casting is additionally used to convey message to a few 
hubs in geographical range.  
 
3.4. Opportunistic Forwarding  
 
    It is information driven design in which applications 
are not troubled with exchanging the information to the 
correct spot. It utilizes the store and forward approach. 
In this, routes are manufactured progressively.  
 
3.5. Cluster Based Forwarding 
 
    With a specific end goal to lessen broadcast storms and 
for giving better delivery ratio, an information packet 
must be transferred by at least middle of the road hubs 
to the destination. To do as such, hubs are set in an 
arrangement of clusters in which one hub or more 
gathers information in its cluster and send them after to 
the following cluster [9]. 

3.6. Peer-to peer Forwarding 
 
    In Peer-to-peer dissemination, the source hub stores 
the information in its storage gadget and don't send 
them in the network till another hub requests them. This 
is proposed for delay tolerant application. 
 

4. VARIOUS DATA DISSEMINATION 
PROTOCOLS 

4.1. Simple and Robust Dissemination (SRD) Protocol 
 
    This Protocol means to proficiently forward 
information in both thick and distributed vehicular 
systems. All the more particularly, it expects to 
accomplish a low propagation delay with elevated 
delivery ratio but then without presenting an over the 
top load in the system [12].  
 
    The decision tree diagram for SRD protocol is shown in 
figure 1. First in the tail state, a mobile node accumulates 
all broadcasts heard and retransmits them wearing the 
flag From Tail set to genuine. For further conveying 
these messages the tail is put in charge until the 
availability in the message heading is set up. The tail 
further advances its put away messages, along these 
lines closing the store-convey forward component. 
 
Vehicles/nodes have two obligations in the non-tail 
state: (i) keep all the messages sent by the tail (with the 
From Tail flag set to genuine). This is particularly 
imperative for enhancing the protocol heartiness; (ii) 
Broadcast heard messages again utilizing the Optimized 
slotted 1-Persistence procedure to decrease excess 
rebroadcasts. 
 
4.2. Acknowledgment-Based Broadcast from Static to 
highly Mobile Protocol 
 
    This is broadcast based protocol that is appropriate for 
extensive variety of vehicular situations, which just 
contains neighbourhood data obtained by occasional 
reference point messages. From this data every hub can 
autonomously choose whether to forward got packet or 
not. In this protocol, a vehicle that gets an information 
packet won't forward that packet instantly rather vehicle 
will check if retransmissions from different neighbours 
as of now cover its entire neighbourhood so as to keep 
away from excess. Also, this is finished by computing 
Connecting Dominating Set (CDS) of every vehicle. Hubs 
in the CDS will choose a shorter waiting time-out than 
normal hubs.This permits them to retransmit first if 
their neighbourhood has not been secured some time 
recently. That is, there are two distinct methods, CDS and 
neighbour elimination scheme (NES). Signals likewise 
contain identifiers of the as of late got broadcast 
messages, which serve as affirmations of gathering. 
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Along these lines, hubs can check whether all their 
neighbours effectively got a message. In the event that 
this is not the situation, a re-transmission is planned 
(upon the expiry of time-out term). Otherwise, re-
transmission would be excess. In both cases, when 
another neighbour radiates, hubs restart their 
assessment time-out if the message being scattered is 
not recognized. In the event that the message identifier is 
really included inside the reference point, the neighbour 
as of now got the message and no re-transmission is 
planned. Henceforth, the utilization of affirmations 
makes the protocol more powerful to transmission 
disappointments while, in the meantime, spares excess 
re-transmissions [13] 
 

 

Figure 1: SRD decision diagram 
 
 
4.3. The Semantic and Self-Decision Geocast Protocol 
(Sas-Gp) 
 
Framework Assumptions: The proposed methodology is 
expected to geocast a notice message about blockage or 
accident in a particular area and it can be connected for 
non-safety applications also like video streaming or 

commercials [14]. It is presumed that there is no 
contribution from roadside units, cell towers or mobile 
administrations. Though, we expect that a vehicle can get 
its area by being outfitted with GPS gadget or a resilient 
localisation framework [15]. 
 
Information Dissemination in SAS-GP: Any vehicle getting 
warning message wm turns into a possible contender for 
further dispersal of this message to different vehicles. Be 
that as it may, one and only vehicle from the 
arrangement of got vehicles inside the area is chosen as a 
transfer vehicle. The theory is that at the edge of the 
transmission extent the vehicle is the regular contender 
for transferring the message. Along this, vehicles at this 
edge ought to have a shorter holding up time and begin 
broadcasting prior. Remaining vehicles will cross out 
and reset their clock when the same message is gotten 
from some other vehicle. At the point when a vehicle gets 
wm initially, it runs SGA with the end goal of deciding 
SGD. At that point, based on present time, it sets a 
Waiting Time (WT) for its next retransmit ion. Likewise, 
every vehicle over and over runs SGA at whatever point 
it gets or before sends wm. 
 
4.4. HFGA (Hybrid Fuzzy GA based VANET) 
 
    The principle centre of this work is to dissect the 
execution of data dissemination framework by utilizing 
diverse calculations that are hybrid GA and fuzzy based 
framework. In proposed work, there are two 
classifications of clients, first are premium clients and 
second are free clients [16].  
 
    Premium Users: Premium clients are those clients 
which are continually using the internet. There is 
bandwidth reservation system for premium clients to 
guarantee the QoS of stream data which premium clients 
got.  
 
    Free Users: Free clients are those clients who offer 
assistance premium clients to continue getting to 
Internet assets without interference and wearing away 
the service. There is free streaming administration for 
free clients however with restricted bandwidth. The free 
clients can't just acquire free consistent streaming 
administration; however they additionally help premium 
clients to keep getting to Internet assets with no issue. If 
there is the lack of bandwidth, then there will be low 
quality of the streaming data and compression 
proportion, frames every second for the free clients will 
be debased to give more bandwidth to meet the base 
bandwidth necessities for the premium clients who have 
higher need [17] 
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Figure 2: HFGA flow diagram 

 

    In this protocol, initially there is n number of nodes 
initialized. After that transmission begins among the 
vehicles and base stations. In this protocol, there are 100 
nodes. After transmission, fuzzy inference will take the 
Estimated Remaining Connection Time, Minimum 
Required Bandwidth and Currently utilized bandwidth 
as the input and give yield elements for determining the 
appropriateness level of a candidate relay vehicle. After 
that fuzzy will generate a few rules according to its 
logics. In the event that rules coordinated then genetic 
algorithm will run else it will emphasize. Genetic 
algorithm will take the yield of fuzzy as the input and do 
initialization, crossover and mutation and updation. 
After that best solution i.e. best vehicle is found and 
information transmission begins. 

4.5. PVCast, A Packet-value-based Safety Data 
Dissemination Protocol in VANET. 
 
PVCast settles on the dispersal choice for every packet 
taking into account its value of packet and effective 
dissemination coverage keeping in mind the end goal to 
fulfil the information inclinations of the considerable 
number of vehicles in the system.  

 

Figure 3: PVCast flow chart 
 
The general concept of PVCast is to prioritize the 
transmission need to packets which fulfil the information 
inclinations of more nodes through scattering [18].  
 
One-hop dispersal utility:  Value of packet is a means to 
evaluate the genuine value of information and evaluate 
the information inclinations of the vehicles. At the point 
when a packet q is at node A, notwithstanding, A can just 
figure PVA (q), the value of information on q at area (xA, 
yA). Assuming a packet q at vehicle A, the single-hop 
dispersal utility is the entirety of information inclination 
of applications like safety in vehicles that can be fulfilled 
by a redispersing q, yet not by the sender of q. In request 
to process one-hop dispersal utility, it need the packet 
value PVA(q), as well as qA, the density of vehicles inside 
the transmission scope of A. PVCast, utilizes an EWMA 
density estimator for traffic to assume qA. In each brief 
period, say, 15 seconds, the protocol registers the 
quantity of nodes that A can listen. After acquiring the 
estimate of node thickness, it can assess the effective 
dispersal coverage of packet q at node A.  
 
Probabilistic broadcast test: After determining the single-
hop dispersal utility, the primary dispersal choice vehicle 
A requires to make is either to broadcast q or not. In the 
event that q is created by A, the response to this inquiry 
is clearly positive. In the event that q is produced by 
some other node, a probabilistic sending test module in 
this protocol is intended to help nodes to settle on this 
choice. In this test module, vehicle A produces an 
arbitrary number x somewhere around 0 and 1. At that 
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point x is contrasted with a passing limit PassA(q). On 
the off chance that x is more noteworthy than the 
passing edge, node A will begin the Contention window 
size assignment module and disperse this packet or else 
the packet will be disposed of.  

CW size assignment module: After the probabilistic 
broadcast test, the second dispersal choice A necessities 
to make is the that it needs to prioritize the packet q to 
satisfy its one-hop dispersal utility and at the same time 
does not interfere other broadcast in the system. PVCast 
settle on both dispersal choices with the goal to fulfill the 
information inclinations of the considerable number of 
vehicles in the transmission scope of current vehicle. 
 

V. CONCLUSION 

In this paper, we have reviewed the VANET, its 
challenges with the data dissemination, and various data 
dissemination techniques for Vehicular adhoc networks. 
There are several challenges in the development of 
VANET such as frequent link disconnections, information 
dissemination, and low latency structure. In the later 
section we studied the various types of data 
dissemination in intelligent transport system (ITS). 
Depending upon the road conditions and traffic 
information the strategy used for data dissemination is 
different. Some applications which provide safety 
messages to vehicles require priority over other 
applications, such as in V2V and V2I data is dispersed 
according to information priority. We further describe 
various data dissemination protocols form the past 
decade of research on VANET. 
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